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- Power 

- Authority 

- Government / governance 

- Ideology, “isms”, values 

- Nations / subnations 

- Contestation for 
power / resistance 

against power-holders

A private organisation exists and operates within political (or socio-political) 
systems  
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Politics – global, regional, national, local

Social or 
commercial 

domain of 
interaction

Organisation

- Not “doing” politics even if it 
sometimes needs to influence 
political actors 



PoliticsDomain

Politics, or socio-politics, can range from background noise to a significant variable 
in the organisation’s health and performance 
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Country level factors  

Institutional integrity 

Rule of law 

Social consensus 

Government legitimacy 

Government performance

Global level factors  

Cooperation on shared issues

Respect for international law

Conflict aversion 

Buffer between foreign policy and 
domestic political imperatives 

Organisation 

PoliticsDomainOrganisation 

+
- Private sector 
partially ring-
fenced 

- Routine, 
predictable 
political effects 
and interactions 

- Politics 
intrudes on 
other domains 

- Pressures, 
warpage, 
subsumption 



Some manifestations of political risk – country level 
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Organisational assets and 
success enablers 

- People 

- Reputation and integrity 

- Control 

- Continuity 

- Focus and clarity 

- People harmed or 
demoralised  

- Liability incurred, 
reputation damaged 

- Diminished management 
control / ownership 

- Stalls, intermittency, 
withdrawal 

- Distraction: mistakes, bad 
judgements 

Weak governance 

Social divisions 

Instability 

Conflict and rivalry 



Some manifestations of political risk – global level 
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Organisational assets and 
success enablers 

- People 

- Reputation and integrity 

- Control 

- Continuity 

- Focus and clarity 

- Hostage diplomacy 

- Market inaccessibility 

- Multinational organisation 
pressed to declare a side 

- Supply chain disruption 

- Regulatory pressures to 
limit support to rivals 

- Capricious rules, 
compliance contradictions 

Global rivalries

Conflict

Non-cooperation / 
zero-sum game

Rules-based order 
vs. “our rules” 



Despite political risk being a known “thing”, organisations are still often blindsided 
by political pressures and change, for several reasons 
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Intercultural 
inexperience

Assumption of 
universal rationality

Political risk not 
directly examined

Over-optimism / 
hyped urgency

Organisational 
tribalism 

Apply home region reference points when these are 
alien in another context 

“Win-win $$”, or “universal” human values, can differ 
from political rationality and imperatives 

Departments and functions paint around political risk, 
rather than the organisation-political environment 
relationship, and perspectives remain stovepiped 

Organisational drive and pace valued over caution –
“can do” beats “what to look out for” 

Organisation is a close-knit group, righteous and smart 
– failure to empathise and to adapt to others’ needs 

Ignore the political 
variable or address 
it in a piecemeal 
fashion

Fail to see the 
differences, and how 
we actually relate to 
socio-political 
interests 



Learning about and planning for the political variable are particularly critical in 
several contexts, some of which are… 
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Assess and monitor to 
inform adaptation 

Significant change and 
volatility in the 
operating environment

Assess, ID weak links, 
adjust 

Where and how to 
make supply chains 
more resilient?

ID and assess 
stakeholders, plan 

engagement

Could be high socio-
political sensitivity / 
controversy around 
our initiative 

Political risk 
component of 

feasibility

Do we / don’t we 
undertake global 
initiative / country 
entry X? 

ID plausible issues and 
frictions, plan for them

Going somewhere new 
and little understood 

Problem diagnosis –
political variables / 

reactions 

We’re having problems 
and friction, and we 
don’t know why 



At a very general level, for a given decision, initiative, or context, managing political 
risk means… 
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Organisational aims, 
attributes, exposures, 
assumptions 

Intelligence 
targets

Intelligence 
exercise

- Critical factors 

- Socio-political stakeholders 

- Plausible issues and 
situations 

- Scenarios 

Plans and initiatives 

- Strategic / operational 
adjustment 

- Proactive programmes

- Policy and procedure 
adaptation 

- Crisis and contingency 
planning 

- A given initiative 
integrates our own 
independent actions and 
stakeholder engagement 

- Engagement is not a 
separate activity, and is for 
a purpose, not just for 
“ESG / sustainability” 
appearances 



There is an opportunity to increase overall “organisational intelligence” by 
managing the knowledge accrued in specific intelligence exercises 
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Uncertainties, 
critical 

assumptions

Values Meaningful, 
coherent 

Mission Relevant, 
realistic

Strategy Impactful, 
achievable 

Operations Resilient => 
successful 

Intelligence 
exercises 
(practices, 

processes, skills)

Current 
intelligence

Historical / 
contextual 

insight, lessons 
learned

Organisational intelligence is about ongoing learning and adaptation, the feedback loop between them, and shared 
awareness and participation in this process. If managed, political risk intelligence and how it is done can provide not 
just current planning factors, but effective organisational heuristics as well as the continual development of relevant 
intelligence and planning processes. This is only one aspect of OI, but a significant one for an international 
organisation. 



A capability to learn about and manage political risk has several layers
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A shared concept of political risk in the organisation’s context

Cross-functional collaboration mechanisms

Knowledge and skills – intelligence practices, 
socio-political dynamics

Planning / operations (customer) and 
intelligence linkage 

Executive / board acknowledgement of requirement, support for capability
Nothing gets off the 
ground without it

To make sure that 
intelligence meets needs, 
and gets used

How to actually learn 
about / plan for political 
risk

To ensure no silos or 
stovepipes, shared 
insight and initiatives

The glue enabling cross-
functional awareness and 
collaboration

Lighthouse keeper(s)

For institutional 
learning and 
coordination



How these elements translate to organisational structures varies with needs and 
contexts – the basic spectrum runs from tacit to explicit, for example… 
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- Board / executive support / periodic oversight 

- A knowledge hub and network – interested / 
experienced people across the organisation 

- Knowledge and practice portal, internal education 

- Knowing what political risk is and when it matters, 
people know when to investigate and plan for it –
knowledge hub helps to coordinate 

- Experience from a given exercise is captured for 
institutional learning 

- Board / executive support / periodic oversight 

- A political risk team or unit, to develop practices, 
advise and support, undertake intelligence exercises 
for internal clients, and keep an eye on relevant 
factors and issues 

- Unit draws on / is linked to relevant functions (risk 
and relationship specialisms, international 
operations, planning) 

Illustrative tacit model Illustrative explicit model

Pros: Resource-light, inherently collaborative, 
avoids being “siloed” as arcane specialisation 

Cons: If too light, then ultimately takes a back seat 
to people’s “day jobs” – negligible impact 

Pros: Gives political risk a clear seat, more capacity 
to assist across organisation, accrued experience 
and learning within the core unit 

Cons: Higher costs, risk of becoming specialist 
stovepipe, risk of political risk being “their problem”



Three salient points about political risk management – 1) it is not a single function, 
and to be effective it has to be a cross-functional capability, for example…  
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Tense labour relations, 
potential for strike 
violence or violence 
between social groups in 
workforce 

HR / labour relations

CSR

Security

Operations

Cannot afford  
disjointed 
messaging or 
responses

China-Western rivalry 
creates pressure from 
both sides to comply with 
strategic agenda 

Ethics committee

Exec management

Govt relations, legal

Complex, 
multifaceted problem 
– if / when to 
respond, then 
options and plans 

Strategic planning

Supply chain mgt…

Intelligence is 
piecemeal unless 
it integrates 
cross-functional 
insight. 

Any given 
potential 
challenge will 
require the 
coordination of 
multiple seats of 
expertise and 
responsibility. 

One function 
would need to be 
omniscient and 
all powerful to 
handle political 
risk. 



2) Political risk management is distinct from “risk management” or “enterprise risk 
management (ERM)”, at least in ERM’s less mature manifestations 
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Political risk management 

- Manages the relationship between the 
organisation and its socio-political 
environment and milieu 

- Intelligence => relationships + navigation 

ERM

- In better instances, accounts for 
uncertainties and potential challenges in 
strategy formulation & pursuit, and in  
operations 

- In worse cases maintains a cluttered risk 
registry and much confusion about upside / 
downside / risk measurement / risk appetite

Political risk management complements 
better ERM and gains from “risk 
intelligence” in the organisation – should 
be coordinated.

Political risk is constrained by immature 
/ dogmatic ERM – political risk is often 
systemic and about relationships, not 
discrete, measurable potential events or 
changes.

(“Political risk” c. 1960, ERM c. 2000 – “risk” 
in political risk is a common sense term, not 
part of formal risk doctrine)



3) Political risk management is not just about the external environment, but also the 
organisation’s own attitudes and behaviour, for example… 
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Attitudes

- Organisational values vs. success at 
any cost 

- Gumption matters more than 
inconvenient facts 

- Fight for the tribe – us vs. them 

Behaviour

- Ethical corner-cutting, failure to act 
on moral red lines 

- Excessive risk-taking with staff 
safety and host community impacts 

- Say what people want to hear 
without serious intention to act on it 

Attitudes and behaviour 
are critical in how the 
organisation relates to, 
and is perceived by, 
people – its own and 
those within the socio-
political milieu.

People are the ultimate 
source of political risk, 
the main asset affected 
by it, and the main 
resource in managing it. 



A final point – political risk intelligence and management is something most 
organisations already do, by whatever label or no label at all 
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- People think about what could affect their 
responsibilities, whatever their formal remit

- Several functions directly learn about and 
address aspects of political risk 

- Senior executives and planners at least 
tacitly consider political variables (e.g. 
PESTLE analysis) 

Even if an organisation never heard of 
“political risk”, if they have been operating 
internationally for a while, they have been 
managing it. 

But….

…the blind men and the elephant 

For better or worse, an elephant is a powerful 
animal – piecemeal insights and approaches are 
fine if the elephant is calm. 

When it is twitchy and restless, piecemeal is 
insufficient – we need to know the whole animal 
and how it relates to us. 

!?



Harmattan Risk can help to shape, hone and apply relevant capabilities 
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Organisation

Learning

Application

- Conceptual clarity for shared awareness 

- Appropriate organisational options 

- Room for improvement 

- Political risk dynamics and sources 

- Intelligence and planning frameworks 

- Intelligence thinking and case 
management

- Advice and guidance for specific 
intelligence exercises 

- Country operation status and resilience 
review 

“We work with, not for” is a 
common refrain in consulting. 

Harmattan actually means it. 
We listen, discuss, advise, 
guide, and cross-check. 

But we don’t own the project, 
and we don’t act as outsourced 
capacity or expertise. 

This approach helps to ensure 
that the client team retains full 
ownership, and that results 
have lasting impact. 
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Contact

+44 (0) 77 89 86 67 43 

contact@harmattan-risk.com

www.harmattan-risk.com

Based in London, UK 
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